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Figure 6 Simplified example of a proposal zone model for one entity
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The following figure shows a proposal zone model for a system railway in a standardised and
modular way, including Business-IT and gateways to other entities or the internet and other
RU/IMs at a high level.

Figure 7 Example of a proposal railway system zone model concerning TS50701 (Source:

CLC/TS 50701:2021 - © CENELEC, reproduced with permission)
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